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FlightGear – v2016.4.4. http://www.flightgear.org/. Free GNU General Public License source code and executables for Microsoft® Windows®, Apple® macOS™, FreeBSD and GNU/Linux® by Curtis L. Olson, Tim Moore, James Turner et al. Founded in 1997, FlightGear is developed by a worldwide group of volunteers, brought together by a shared ambition to create the most realistic flight simulator possible that is free to use, modify and distribute. FlightGear is used all over the world by desktop flight simulator enthusiasts, for research in universities and for interactive exhibits in museums.
FlightGear features more than 400 aircraft, a worldwide scenery database, a multi-player environment, detailed sky modelling, a flexible and open aircraft modelling system, varied networking options, multiple display support, a powerful scripting language and an open architecture. Best of all, being open-source, the simulator is owned by the community and everyone is encouraged to contribute.
[Screenshot at http://www.flightgear.org/wp-content/gallery/gallery-v2-10/fgfs-screen-166.jpg]
GnuCOBOL – 2.0-rc2. https://sourceforge.net/projects/open-cobol/. Free GNU General Public License source code and executables for Microsoft® Windows®, Apple® macOS™, FreeBSD and GNU/Linux® by Keisuke Nishida, Roger While, Simon Sobisch, Sergey Kashyrin, and Ron Norman. GnuCOBOL (formerly OpenCOBOL) is a free compiler for the COBOL programming language, popular for business applications. cobc translates COBOL source to an executable using intermediate C, designated C compiler and linker. Features include:
· A nicely complete implementation of COBOL with nearly seamless C integration
· Over 9700 NIST COBOL 85 test suite tests passed, over 500 internal checks
· Direct access to almost all C libraries, and even more with the C++ base
· Compiler built with GNU Autotools, also successfully builds with LLVM clang
· CGI capable and desktop ready, GTK+ screens have been demonstrated
· Code integrating Ada, Guile, Lua, Rexx, Javascript, Python, and others, published
· EXEC SQL preprocessors available for PostgreSQL, Firebird, ODBC, DB2
· REPORT SECTION, SCREEN SECTION, FUNCTION-ID support
· ASCII, EBCDIC, little endian, big endian. A build published for z/OS OMVS/USS
· Compiler messages translated; english, spanish, japanese, more to come
· Almost full support of the COBOL 2014 Compiler Directing Facility feature set
[Screenshot at https://a.fsdn.com/con/app/proj/open-cobol/screenshots/sourceforge-hello-1.png]
MultibootUSB – v8.4.0. http://multibootusb.org/. Free GNU General Public License source code and executables for Microsoft® Windows® and GNU/Linux® by Sundar and Ian Bruce. MultiBootUSB is software for Windows and GNU/Linux that installs multiple Linux-based ISO boot images on a single, removable USB drive and selectively boots the image of your choice. This permits more efficient use of larger (>4 GB) thumb drives and fewer thumb drives required to run live Linux distributions and recovery/utility images (e.g., see Tails, below). QEMU is built-in to allow testing images without rebooting.
[Screenshot at https://a.fsdn.com/con/app/proj/multibootusb/screenshots/328893.jpg]
Tails – v2.9.1.
https://tails.boum.org/. Free GNU General Public License bootable media image by the Tails developers. The Amnesiac Incognito Live System (Tails) is a live operating system that you can start on almost any computer from a DVD, USB stick, or SD card. Tails comes with several built-in applications pre-configured with security in mind: web browser, instant messaging client, email client, office suite, image and sound editor, etc. It aims at preserving your privacy and anonymity, and helps you to:
· use the Internet anonymously and circumvent censorship;
· all connections to the Internet are forced to go through The Onion Router (Tor) anonymizing network;
· leave no trace on the computer you are using unless you ask it explicitly;
· use state-of-the-art cryptographic tools to encrypt your files, emails and instant messaging.
[Screenshot at https://tails.boum.org/install/inc/screenshots/desktop.png]
